
 

 
 
 

 

         

REPUBLIC OF SOUTH AFRICA 

 

PROTECTION OF CONSTITUTIONAL DEMOCRACRY AGAINST TERRORIST  

AND 

RELATED ACTIVITIES AMENDMENT BILL, 2021 

 

 
______________________ 

(As introduced in the National Assembly as a section 75 Bill; explanatory summary of      
Bill published in Government Gazette No…..of              ………….2021) 

(The English text is the official text of the Bill) 
______________________ 

 

 

 

(MINISTER OF POLICE) 

 

 

 

 

 

 

 

[B —2021]  

 

 



2 
 
 

 
 
 

 

110220lt 

GENERAL EXPLANATORY NOTE: 
[              ] Words in bold type in square brackets indicate omissions from existing 

enactments. 
________ Words underlined with a solid line indicate insertions in existing 

enactments. 
___________________________________________________________________ 

 

BILL 

 

To amend the Protection of Constitutional Democracy against Terrorist and 

Related Activities Act, 2004, so as to delete, amend and insert certain definitions 

for purposes of alignment with international instruments adopted upon the 

implementation of the Act; to provide for offences related to terrorist training 

and the joining and establishment of terrorist organisations; to provide for 

offences related to foreign travel; to provide for offences in respect of the 

possession and distribution of publications with unlawful terrorism related 

content; to  provide for authorisation to be obtained from the Director of Public 

Prosecutions in respect of the investigation and prosecution of certain 

offences;  to provide for the issuing of warrants for the search and cordoning 

off of vehicles, persons and premises; to provide for a direction requiring the 

disclosure of a decryption key and the effect of a direction to disclose a 

decryption key; to provide for the removal of, or making inaccessible, 

publications with unlawful terrorism related content; and to provide for matters 

connected therewith.  

 

BE IT ENACTED by the Parliament of the Republic of South Africa, as follows:— 
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Amendment of section 1 of Act 33 of 2004 

 

1. Section 1 of the Protection of Constitutional Democracy against 

Terrorist and Related Activities Act, 2004 (hereinafter referred to as the "principal 

Act"), is hereby amended— 

(a) by the insertion in subsection (1) of the following definition: 

" 'access' means, in the case of— 

(a)  data, when the person is in a position to—  

 (i)  alter, modify or delete the data;  

(ii)  copy or move the data to a different location in the 

computer data storage medium in which it is held or to 

any other computer data storage medium;  

 (iii)  obtain its output; or  

 (iv)  otherwise use the data;  

(b) a computer program, when the person is in a position  to—  

 (i)  alter, modify or delete the computer program;  

(ii)  copy or move the computer program to a different 

location in the computer data storage medium in which it 

is held or to any other computer data storage medium;  

 (iii)  cause a computer program to perform any function;  

 (iv)  obtain its output; or  

 (v)  otherwise use the computer program;  

(c)  a computer data storage medium, when the person is in a 

position to— 
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(i) access data as contemplated in paragraph (a) or access 

a computer program as contemplated in paragraph (b), 

stored on the computer data storage medium;  

(ii)  store data or a computer program on a computer data 

storage medium; or  

 (iii)  otherwise use the computer data storage medium; or  

(d)  a computer system, when the person is in a position to—  

 (i)  use any resources of;  

 (ii)  instruct; or  

 (iii)  communicate with, a computer system;"; 

(b) by the insertion in subsection (1) after the definition of ''appropriate 

 government body'' of the following definition: 

" 'computer data storage medium' means any object, method or   

device from which data or a computer program is capable of being 

reproduced or on which data or a computer program is capable of 

being stored, by a computer system, irrespective of whether the object 

or device is physically attached to or connected with a computer 

system;"; 

(c) by the substitution in subsection (1) in the definition of ''Convention offence'' 

for paragraph (c) of the following paragraph: 

''(c) an offence referred to in section [2 (1) or (2) of the Civil 

Aviation Offences Act, 1972 (Act No. 10 of 1972)] 133 or 

142(6) of the Civil Aviation Act, 2009 (Act  No.13 of 2009);''; 

(d) by the insertion in subsection (1) after the definition of ''Convention offence'' of 

the following definitions: 

http://172.16.2.95/nxt/foliolinks.asp?f=xhitlist&xhitlist_x=Advanced&xhitlist_vpc=first&xhitlist_xsl=querylink.xsl&xhitlist_sel=title;path;content-type;home-title&xhitlist_d=%7bstatreg%7d&xhitlist_q=%5bfield%20folio-destination-name:'a10y1972'%5d&xhitlist_md=target-id=0-0-0-131057
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'' 'Criminal Procedure Act' means the Criminal Procedure Act, 1977 

(Act No. 51 of 1977); 

'critical information infrastructure' means any data, computer 

program, computer data storage medium, computer system or any part 

thereof that is of such a strategic nature, that any interference, loss, 

damage, disruption or immobilisation thereof, may— 

(a) substantially prejudice the Republic’s— 

(i) security; 

(ii) defence; 

(iii) law enforcement; or 

(iv) international relations; 

(b) substantially prejudice the health or safety of the public; 

(c) cause a major interference with, or disruption of, an essential 

service; 

(d) cause any major economic loss; 

(e) cause destabilisation of the economy of the Republic; or 

(f) create a major public emergency situation; 

'critical infrastructure' means any infrastructure which is declared as 

such in terms of legislation dealing with the protection of critical 

infrastructure; 

'critical infrastructure complex' means more than one critical 

infrastructure grouped together for practical or administrative reasons, 

which is determined as such in terms of legislation providing for the 

protection of critical infrastructure; 

'data' means electronic representations of information in any form; 
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'Directorate' means the Directorate for Priority Crime Investigation 

established by section 17C of the South African Police Service Act, 

1995 (Act No. 68 of 1995);'';   

(e) by the insertion in subsection (1) after the definition of ''Director of Public 

Prosecutions'' of the following definition:  

 " 'electronic communications service provider' means any person 

who provides an electronic communications service to the public, 

sections of the public, the State, or the subscribers to such service, 

under and in accordance with an electronic communications service 

licence issued to that person in terms of the Electronic 

Communications Act, 2005, or who is deemed to be licensed or 

exempted from being licensed as such in terms of that Act;''; 

(f) by the substitution in subsection (1) for the definition of ''entity'' of the following 

definition: 

'' 'entity', with reference to sections 3, 4, and 14 (in so far as it relates 

to the aforementioned sections), 22[,] and 23 [and 25], means a 

natural person, or a group of two or more natural persons (whether 

acting in the furtherance of a common purpose or conspiracy or not), or 

a syndicate, gang, agency, trust, partnership, fund or other 

unincorporated association or organisation, or any incorporated 

association or organisation or other legal person, and includes, where 

appropriate, a cell, unit, section, subgroup or branch thereof or any 

combination thereof, and also any entity referred to in a Resolution of 

the United Nations  Security Council and announced in a notice by the 

Minister of Finance under  section 26A(1) of the Financial Intelligence 
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Centre Act, or in a notice given under section 26A(3) by the Director 

referred to in section 1 of the Financial Intelligence Centre Act;''; 

(g) by the substitution in subsection (1) for the definition of "explosive" of the 

following definition: 

'' 'explosive', with reference to the definition of  ‘explosive or other 

lethal device’ in this section, and sections 5, 6, 10 and 13, means— 

[an explosive referred to in section 1 of the Explosives Act, 2003 

(Act No. 15 of 2003);] 

(a) a substance, or a mixture of substances, in a solid or liquid 

state, which is capable of producing an explosion; 

(b) a pyrotechnic substance in a solid or liquid state, or a mixture of 

such substances, designed to produce an effect by heat, light, 

sound, gas or smoke, or a combination of these, as the result of 

non-detonative self-sustaining exothermic chemical reaction, 

including pyrotechnic substances which do not evolve gases; 

(c) any article or device containing one or more substances  

 contemplated in paragraph (a);  

(d) any plastic explosive; or 

(e) any other substance or article, which the Minister may from time 

to time, by notice in the Gazette, declare to be an explosive;''; 

(h) by the substitution in subsection (1) for the definition of "explosive or other 

lethal device" of the following definition: 

'' 'explosive or other lethal device', with reference to sections 3, 5, 6, 

10 and 13, means— 

http://172.16.2.95/nxt/foliolinks.asp?f=xhitlist&xhitlist_x=Advanced&xhitlist_vpc=first&xhitlist_xsl=querylink.xsl&xhitlist_sel=title;path;content-type;home-title&xhitlist_d=%7bstatreg%7d&xhitlist_q=%5bfield%20folio-destination-name:'a15y2003s1'%5d&xhitlist_md=target-id=0-0-0-131083
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(a) an explosive or incendiary weapon or device which is designed 

or manufactured, or has the capability, to cause death, serious 

bodily injury or material damage; 

(b) a weapon or device which is designed or manufactured, or has 

the capability, to cause death, serious bodily injury or material 

damage through the release, dissemination or impact of toxic 

chemicals, biological agents or toxins or similar substances or 

radiation or radioactive material; or 

(c) any weapon of mass destruction, as defined in section 1 of the 

Non-Proliferation of Weapons of Mass Destruction Act[, 1993 

(Act No. 87 of 1993)];''; 

(i) by the insertion in subsection (1) after the definition of "explosive or other 

lethal device" of the following definition:  

" 'Financial Intelligence Centre Act' means the Financial Intelligence 

Centre Act, 2001 (Act No. 38 of 2001);";  

(j) by the insertion in subsection (1) after the definition of ''fixed platform'' of the 

following definition: 

  " 'Hazardous Substances Act' means the Hazardous Substances Act, 

 1973 (Act No. 15 of 1973);"; 

(k) by the deletion in subsection (1) in the definition of "instruments dealing with 

terrorist and related activities" of the word "or" at the end of paragraph (l) and 

the addition of the following paragraphs: 

''(n) the Protocol to the OAU Convention on the Prevention and 

Combating of Terrorism, adopted at Addis Ababa by the 

Assembly of the African Union on 8 July 2004; 
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(o) the International Convention for the Suppression of Acts of 

Nuclear Terrorism, adopted by the United Nations General 

Assembly on 13 April 2005; 

(p) Amendment to the Convention on the Physical Protection of 

Nuclear Material, adopted by the Parties to the Convention on 8 

July 2005; 

(q) the Protocol to the Convention for the Suppression of Unlawful 

Acts against the Safety of Maritime Navigation, adopted by the 

International Maritime Organisation on 14 October 2005;  

(r)  the Protocol to the Protocol for the Suppression of Unlawful Acts 

Against the Safety of Fixed Platforms located on the Continental 

Shelf, adopted by the International Maritime Organisation on 14 

October 2005;  

(s) the Convention on the Suppression of Unlawful Acts Relating to 

International Civil Aviation, concluded at Beijing on 10 

September 2010; 

(t) the Protocol Supplementary to the Convention for the 

Suppression of Unlawful Seizure of Aircraft, concluded at Beijing 

on 10 September 2010; and  

(u) the Protocol to Amend the Convention on Offences and Certain 

Acts Committed on Board Aircraft, concluded at Montreal on 4 

April 2014;''; 

(l) by the insertion in subsection (1) after the definition of ''National Director'' of 

the following definition: 
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 " 'Non-Proliferation of Weapons of Mass Destruction Act' means 

the Non-Proliferation of Weapons of Mass Destruction Act, 1993 (Act 

No. 87 of 1993);"; 

(m) by the substitution in subsection (1) for the definition of ''property'' of the 

following definition: 

" 'property' means money or any other movable, immovable, corporeal 

or incorporeal thing, and includes any rights, privileges, claims and 

securities and any interest therein and all proceeds thereof, or any 

virtual asset and all proceeds thereof;"; 

(n) by the insertion in subsection (1) after the definition of ''public transportation 

system'' of the following definition: 

 '' 'Regulation of Interception of Communications and Provision of 

Communication-related Information Act' means the Regulation of 

Interception of Communications and Provision of Communication-

related Information Act, 2002 (Act No. 70 of 2002);''; 

(o) by the substitution in subsection (1) for the definition of ''ship'' of the following 

definition: 

'' 'ship', with reference to the definition of 'fixed platform' in this 

section and section 10, means a vessel of any type whatsoever not 

permanently attached to the sea-bed, including dynamically supported 

craft, submersibles or other floating craft, but does not include [— 

(a) a warship; 

(b) a ship owned or operated by a State; or 

(c)] a ship which has been withdrawn from navigation or laid up;''; 
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(p) by the insertion in subsection (1) after the definition of ''ship'' of the following 

definition: 

'' 'software or hardware tool' means any electronic, mechanical or 

other instrument, device, equipment, apparatus or a substantial 

component of such a device or a computer program, which is designed 

or adapted primarily for the purposes of—  

  (a)  unlawful and intentional access to data, a computer program; 

   a computer data storage medium; or a computer system;  

  (b)  unlawful interception of data;  

  (c)  interfering with data or a computer program;  

  (d)  interfering with a computer data storage medium or a  

  computer system; or  

  (e)  acquiring, modifying, providing, making available, copying, using 

  or cloning a password, access code or similar data or devices."; 

(q) by the substitution in subsection (1) for the definition of ''terrorist activity'' of 

the following definition: 

'' 'terrorist activity', with reference to this section and sections 2, 3 

and 17(2), means any act— 

(a) [any act] committed in or outside the Republic, which— 

(i) involves the systematic, repeated or arbitrary use of 

violence by any means or method; 

(ii) involves the systematic, repeated or arbitrary release into 

the environment or any part of it or distributing or 

exposing the public or any part of it to— 
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(aa) any dangerous, hazardous, radioactive or harmful 

substance or organism; 

(bb) any toxic chemical; [or] 

(cc) any microbial or other biological agent or toxin; or 

(dd) any weapon of mass destruction in terms section 1 

of the Non-Proliferation of Weapons of Mass 

Destruction Act, 1993 (Act No. 87 of 1993), 

including those with dual-use capabilities or any 

substance, mixture of substances, product or 

material contemplated in section 2(1) of the 

Hazardous Substances Act, 1973 (Act  No.15 of 

1973); 

(iii) endangers the life, or violates the physical integrity or 

physical freedom of, or causes serious bodily injury to or 

the death of, any person, or any number of persons; 

 (iiiA) is calculated to overthrow the government of the Republic 

or any other government; 

(iv) causes serious risk to the health or safety of the public or 

any segment of the public; 

(v) causes the destruction of or substantial damage to any 

property, natural resource, or the environmental or 

cultural heritage, whether public or private; 

 (vA) causes the destruction of or substantial damage or 

interference to a critical information infrastructure or any 

part thereof; 
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(vi) is designed or calculated to cause serious interference 

with or serious disruption of an essential service, facility 

or system, or the delivery of any such service, facility or 

system, whether public or private, including, but not 

limited to— 

(aa) a system used for, or by, an electronic system, 

including an information system; 

(bb) a telecommunication service or system; 

(cc) a banking or financial service or financial system; 

(dd) a system used for the delivery of essential 

government services; 

(ee) a system used for, or by, an essential public utility 

or transport provider; 

 (ff)  an essential or critical infrastructure facility, critical 

information infrastructure facility or critical 

infrastructure complex; or 

 (gg) any essential service designated as such in terms 

of the Labour Relations Act, 1995 (Act No. 66 of 

1995), or essential emergency services, such as 

police, medical or civil defence services; 

(vii) causes any major economic loss or extensive 

destabilisation of an economic system or substantial 

devastation of the national economy of a country; [or] 

 (viii) creates a serious public emergency situation or a general 

insurrection in the Republic[,]; or 
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 (ix)  is the offence of—  

 (aa) unlawful access; 

 (bb) unlawful interception of data; 

 (cc) unlawful interference with data or computer 

 program; 

 (dd) unlawful interference with a computer data storage 

 medium or computer system; 

 (ee) unlawful acquisition, possession, provision, receipt 

 or use of password, access code or similar data or 

 device; 

 (ff) unlawful use or possession of a software or 

 hardware tool for purposes to commit the offences 

 in items (aa) to (ee); or 

 (gg) cyber extortion, 

as provided for in legislation dealing with cybercrime and which 

is committed with the intention to facilitate or to commit an act 

referred to in subparagraphs (i) to (viii) of this paragraph,  

whether the harm contemplated in paragraphs (a)(i) to (vii) is or may be 

suffered in or outside the Republic, and whether the activity referred to 

in subparagraphs (ii) to [(viii)](ix) was committed by way of any means 

or method; and 

(b) which is intended, or by its nature and context, can reasonably 

be regarded as being intended, in whole or in part, directly or 

indirectly, to— 

(i) threaten the unity and territorial integrity of the Republic; 
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(ii) intimidate, or to induce or cause feelings of insecurity 

within, the public, or a segment of the public, with regard 

to its security, including its economic security, or to 

induce, cause or spread feelings of terror, fear or panic in 

a civilian population; [or] 

(iii) unduly compel, intimidate, force, coerce, induce or cause 

a person, a government, the general public or a segment 

of the public, or a domestic or an international 

organisation or body or intergovernmental organisation or 

body, to do or to abstain or refrain from doing any act, or 

to adopt or abandon a particular standpoint, or to act in 

accordance with certain principles[,]; or 

(iv) further the objectives of an entity engaged in terrorist 

activity, 

whether the public or the person, government, body, or 

organisation or institution referred to in subparagraphs (ii) or (iii), 

as the case may be, is inside or outside the Republic; [and 

(c) which is committed, directly or indirectly, in whole or in 

part, for the purpose of the advancement of an individual or 

collective political, religious, ideological or philosophical 

motive, objective, cause or undertaking;]'';  

(r) by the insertion in subsection (1) after the definition of ''terrorist and related 

activities'' of the following definition: 

  '' 'virtual asset' means the digital representation of value that can be 

 digitally traded, transferred or used for payment.''; and 
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(s) by the substitution for subsection (4) of the following subsection: 

''(4) Notwithstanding any provision of this Act, 

excluding sections 4 and 14, or any other law[, any act committed 

during a struggle waged by peoples, including any action during 

an armed struggle, in the exercise or furtherance of their 

legitimate right to national liberation, self-determination and 

independence against colonialism, or occupation or aggression 

or domination by alien or foreign forces, in accordance with the 

principles of international law, especially international 

humanitarian law, including the purposes and principles of the 

Charter of the United Nations and the Declaration on Principles of 

International Law concerning Friendly Relations and Cooperation 

among States in accordance with the said Charter]— 

(a) an act or omission of the military forces of a State that is 

committed during the course of an armed conflict and which act 

or omission is not in contravention of international humanitarian 

law, specifically, or international law, generally; or 

(b) the activities undertaken by the military forces of a State in the 

exercise of their official duties, to the extent that those activities 

are governed by other rules of international law,   

shall not, for any reason, including for purposes of prosecution or 

extradition, be considered as a terrorist activity, as defined in 

subsection (1).''. 
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Amendment of section 3 of Act 33 of 2004 

 

2. Section 3 of the principal Act is hereby amended— 

(a) by the substitution in subsection (1) for paragraph (b) of the following 

paragraph: 

''(b) enters, departs from, transits through or remains in any country; 

or;''; 

(b) by the substitution in subsection (2) for paragraph (a) of the following 

paragraph: 

 "(a) provides or offers to provide any—  

(i) weapon; or  

(ii) software or hardware tool, 

to any other person for use by or for the benefit of an entity;"; 

(c) by the substitution in subsection (2) for paragraph (d) of the following 

paragraph: 

"(d) recruits any entity, or compels, intimidates, forces, coerces, 

induces or causes any person, including a vulnerable person, to 

join an entity;''; 

(d) by the substitution in subsection (2) for the words following paragraph (f) of 

the following words:  

"connected with the engagement in a terrorist activity, and who knows 

or ought reasonably to have known or suspected that such weapons, 

software or hardware tools, soliciting, training, recruitment, joining, 

document or thing is so connected, is guilty of an offence connected 

with terrorist activities.''; and 
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(e) by the addition of the following subsections: 

''(3) For the purposes of this subsection, training 

includes, but is not limited to, training in any of the following skills: 

(a)  The making, handling or use of any explosive or other lethal 

device, or any noxious substance, including any substance, 

mixture of substance, product or material contemplated in 

section 2(1) of the Hazardous Substances Act; 

(b)  the use of any method or technique for doing anything else that 

is capable of being done—  

(i) for the purposes of terrorism; or 

(ii) in connection with the commission or preparation of a 

 terrorist activity or a Convention offence; or  

(c)  the design or adaptation for the purposes of terrorism of any 

method or technique for doing anything in connection with the 

commission or preparation of a terrorist activity or Convention 

offence. 

(4) A person commits an offence if he or she  

 receives training and is aware that such training is, wholly or partly, 

provided for purposes connected with the commission or preparation of 

terrorist activities or Convention offences. 

  (5) It is an offence to— 

(a) establish any entity engaging in or planning to engage in a 

terrorist activity, or to support such an entity; or 

(b) belong to or become a member of an entity contemplated in 

paragraph (a).''. 
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Insertion of section 3A in Act 33 of 2004 

 

 3. The following section is hereby inserted in the principal Act after 

section 3: 

"Prohibition of publication with terrorism related content 

 

 3A. (1) For the purposes of this section and section 24B, 

''unlawful terrorism related content'' means content which— 

(a) is intended to directly or indirectly encourage or otherwise induce the 

commission, preparation or instigation of any offence under this Act;  

(b) is intended to provide assistance in the commission or preparation of 

any offence under this Act; or 

(c) when contained in a statement, article or record— 

(i)  at the time it was published or caused to be published, is 

intended to be understood by any person to whom it has or may 

become available, as a direct or indirect inducement to commit, 

prepare or instigate any offence under this Act;  

(ii) is reckless as to whether any person will be directly or indirectly 

induced to commit, prepare or instigate any offence under this 

Act; or 

(iii) information which— 

(aa) is intended to be useful to any one or more of those 

persons in the commission or preparation of an offence 

under this Act; and 
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(bb) is in a form or context which is likely to be perceived by 

any person as being wholly or mainly for the purpose 

referred to in item (aa). 

(2) A person commits an offence if he or she, in respect of a 

publication with unlawful terrorism related content— 

(a)  publishes, distributes or circulates such a publication; 

(b)  gives, sells or lends such a publication; 

(c)  offers such a publication for sale or loan; 

(d)  provides a service to others that enables them to obtain, read, listen to, 

or look at such a publication, or to acquire it by means of a gift, sale or 

loan; 

(e)  transmits the contents of such a publication electronically; or 

(f)  has such a publication in his or her possession for any purpose 

contemplated in paragraphs (a) to (e). 

(3) It is an offence to publish a statement which has unlawful 

terrorism related content where that statement is published or caused to be 

published in the course of, or in connection with, the provision or use of a 

service provided electronically. 

  (4) For the purposes of subsections (2) and (3), references to 

the electronic publication with unlawful terrorism related content includes such 

publication on the internet and social media platforms. 

 

Amendment of section 4 of Act 33 of 2004 

 

4. Section 4 of the principal Act is hereby amended— 
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(a) by the substitution in subsection (1) for paragraph (i) of the following 

paragraph: 

"(i) solicits or facilitates the acquisition, collection, use or provision 

of property, or the provision of any financial or other service, or 

the provision of economic support,"; 

(b) by the deletion in subsection (1)(i) of the word "or" at the end of subparagraph 

(ii);  

(c) by the insertion in subsection (1)(i) after subparagraph (ii) of the following 

subparagraph: 

  "(iiA) for the benefit of, or on behalf of, or at the direction of, or under 

   the control of a specific entity identified in an order made under 

   section 23; or"; 

(d) by the substitution in subsection (1)(i) for subparagraph (iii) of the following 

subparagraph: 

"(iii) for the benefit of a specific entity identified [in a notice issued 

by the President under section 25] pursuant to a Resolution of 

the United Nations Security Council relating to the identification 

of entities—  

(aa) that commit, or attempt to commit, any terrorist and 

related activity or participate in or facilitates the 

commission of any terrorist and related activity; or 

(bb) against which Member States of the United Nations must 

take the actions specified in that Resolution in order to 

combat or prevent terrorist and related activities, 
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 and which are announced by the Minister of Finance, under 

section 26A(1) of the Financial Intelligence Centre Act, or in a 

notice given by the Director of the Financial Intelligence Centre 

under section 26A(3) of the Financial Intelligence Centre Act,"; 

(e) by the deletion in subsection (2)(a) of the word "or" at the end of subparagraph 

(ii); 

(f) by the insertion in subsection (2)(a) after subparagraph (ii) of the following 

subparagraph: 

''(iiA) for the benefit of, or on behalf of, or at the direction of, or under 

the control of a specific entity identified in an order made under 

section 23; or''; 

(g) by the substitution in subsection (2)(a) for subparagraph (iii) of the following 

subparagraph: 

''(iii) for the benefit of a specific entity identified [in a notice issued 

by the President under section 25] pursuant to a Resolution of 

the United Nations Security Council relating to the identification 

of entities—  

 (aa) that commit, or attempt to commit, any terrorist and 

 related activity or participate in or facilitates the 

 commission of any terrorist and related activity; or 

 (bb) against which Member States of the United Nations must 

 take the actions specified in that Resolution in order to 

 combat or prevent terrorist and related activities, 

 and which are announced by the Minister of Finance, under 

section 26A(1) of the Financial Intelligence Centre Act, or in a 
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notice given by the Director of the Financial Intelligence Centre 

under section 26A(3) of the Financial Intelligence Centre Act; 

or''; and 

(h) by the substitution in subsection (3) for paragraph (a) of the following 

 paragraph: 

  ''(a) facilitating the retention or control of such property by or on  

   behalf of, or for the benefit of— 

   (i) an entity which commits or attempts to commit or  

    facilitates the commission of a specified offence; [or] 

   (iA) a specific entity identified in an order made under section 

    23; or 

   (ii) a specific entity identified [in a notice issued by the  

    President under section 25] pursuant to a Resolution of 

    the United Nations Security Council relating to the  

    identification of entities—  

(aa) that commit, or attempt to commit, any terrorist 

and related activity or participate in or facilitates 

the commission of any terrorist and related activity; 

or 

(bb) against which Member States of the United 

Nations must take the actions specified in that 

Resolution in order to combat or prevent terrorist 

and related activities,  

and announced by the Minister of Finance, under section 

26A(1) of the Financial Intelligence Centre Act, or in a 
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notice given by the Director of the Financial Intelligence 

Centre under section 26A(3) of the Financial Intelligence 

Centre Act;''. 

 

Insertion of section 4A in Act 33 of 2004 

 

 5. The following section is hereby inserted in the principal Act after 

section 4: 

  

"Offence relating to foreign travel 

 

 4A. Any person who directly or indirectly, by any means or method, 

attempts to leave the Republic for the purpose of committing an act or 

omission outside the Republic that, if committed in the Republic, would be an 

offence under this or any other Act for the benefit of, at the direction of, or in 

association with a terrorist group, is guilty of an offence.". 

 

Amendment of section 5 of Act 33 of 2004 

 

 6. Section 5 of the principal Act is hereby amended by the substitution for 

the words preceding paragraph (a) of the following words: 

''Any person who intentionally delivers, places, discharges or detonates an 

explosive or other lethal device in, into or against a place of private or public 

use, a state or government facility, a public transport facility, a public 
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transportation system, or an infrastructure facility, with the purpose, amongst 

others, of causing—''. 

 

Substitution of section 6 of Act 33 of 2004 

 

 7. The following section is hereby substituted for section 6 of the principal 

Act:  

 

"Offences relating to hijacking, destroying or endangering safety of [a] 

fixed platform 

 

 6. (1) Any person who intentionally— 

(a) seizes or exercises control over a fixed platform by force or any other 

form of intimidation; 

(b) performs an act of violence against a person on board a fixed platform, 

which act is likely to endanger the safety of that fixed platform; 

(c) (i) destroys such a fixed platform; or 

 (ii) causes damage to it, which damage is likely to endanger the 

 safety of that fixed platform; 

(d) places or causes to be placed on a fixed platform, by any means 

whatsoever, a device or substance, which is likely to destroy that fixed 

platform or likely to endanger its safety; or 

(e) injures or kills any person in connection with the commission of any of 

the acts referred to in paragraphs (a) to (d), 
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is guilty of an offence relating to the hijacking, destroying or endangering of a 

fixed platform. 

(2) Any person who, for the purpose of intimidating a 

population, or to compel a government or an international organisation to do 

or to abstain or refrain from doing any act intentionally—  

(a) uses against or on a fixed platform or discharges from a fixed platform 

any explosive or other lethal device in a manner that causes or is likely 

to cause death or serious injury or damage;   

(b) discharges from a fixed platform, oil, liquefied natural gas, or another 

hazardous or noxious substance, in such quantity or concentration that 

causes or is likely to cause death or serious injury or damage; or 

(c) uses any other means to disable, damage or render useless a fixed 

platform, 

 is guilty of an offence.". 

 

Amendment of section 7 of Act 33 of 2004 

 

 8. Section 7 of the principal Act is hereby amended by the substitution for 

the heading of the following heading:  

''Offences relating to taking [a] hostage''. 

 

Amendment of section 9 of Act 33 of 2004 

 

 9. Section 9 of the principal Act is hereby amended— 

(a) by the substitution for the heading of the following heading: 
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  ''Offences relating to hijacking [an] aircraft''; and 

(b) by the substitution for the words preceding paragraph (a) of the following 

words: 

''Any person who intentionally, by force or threat thereof, or by any 

other form of intimidation, or any other means, seizes or exercises 

control of an aircraft and with the purpose of—''. 

 

Substitution of section 10 of Act 33 of 2004 

 

 10. The following section is hereby substituted for section 10 of the 

principal Act:  

 

"Offences relating to hijacking [a] ship or endangering safety of maritime 

navigation 

 

 10. (1) Any person who intentionally— 

(a) seizes or exercises control over a ship by force or threat thereof or any 

other form of intimidation; 

(b) performs any act of violence against a person on board a ship if that 

act is likely to endanger the safe navigation of that ship; 

(c) destroys a ship or causes damage to a ship or to its cargo which is 

likely to endanger the safe navigation of that ship; 

(d) places or causes to be placed on a ship, by any means whatsoever, a 

device or substance which is likely to destroy that ship, or causes 
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damage to that ship or its cargo which endangers or is likely to 

endanger the safe navigation of that ship; 

(e) destroys or seriously damages maritime navigational facilities or 

seriously interferes with their operation, if such acts are likely to 

endanger the safe navigation of a ship; 

(f) communicates information, knowing the information to be false and 

under circumstances in which such information may reasonably be 

believed, thereby endangering the safe navigation of a ship; or 

(g) injures or kills a person, in connection with the commission of any of 

the acts set forth in paragraphs (a) to (f), 

is guilty of an offence relating to hijacking a ship or endangering the safety of 

maritime navigation. 

 (2) For purposes of this section, ''radioactive material'' means 

radioactive material as defined in section 1 of the Nuclear Energy Act, 1999 

(Act No. 46 of 1999), and a Group IV hazardous substance as defined in 

section 1 of the Hazardous Substances Act . 

(3) Any person who unlawfully and intentionally performs any 

of the following acts commits an offence: 

(a) Intimidating a population, or compelling a government or an 

international organisation, to do or to abstain from doing any act by— 

(i) using against or on a ship, or discharges from a ship any 

explosive, radioactive material or weapon of mass destruction 

as defined in the Non-Proliferation of Weapons of Mass 

Destruction Act, or a hazardous substance declared under 
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section 2 of the Hazardous Substances Act, in a manner that 

causes or is likely to cause death or serious injury or damage; 

(ii) discharging from a ship, oil, liquefied natural gas, or other 

hazardous substance declared under section 2 of the 

Hazardous Substances Act, or noxious substance, in such 

quantity or concentration that causes or is likely to cause death 

or serious injury or damage; 

(iii) using a ship in a manner that causes death or serious injury or 

damage;  

(iv)  threatening to commit an offence as contemplated in 

subparagraph (i) or (ii); or  

(v) using any other means to interfere with the safe navigation of a 

ship, including interference with the navigation or information 

system thereof; or 

(b) transports on board a ship— 

(i)  any explosive or radioactive material, knowing that it is intended 

to be used to cause, or in a threat to cause death or serious 

injury or damage for the purpose of intimidating a population, or 

compelling a government or an international organisation to do 

or to abstain or refrain from doing any act;  

(ii)  any weapon of mass destruction, as defined in section 1 of the 

Non-Proliferation of Weapons of Mass Destruction Act, knowing 

it to be such a weapon;  

(iii) any source material, special fissionable material, or equipment 

or material especially designed or prepared for the processing, 



30 
 
 

 
 
 

use or production of special fissionable material, knowing that it 

is intended to be used in a nuclear explosive activity or in any 

other nuclear activity not under safeguards pursuant to an 

International Atomic Energy Agency comprehensive safeguards 

agreement;  

(iv) any substance declared as a hazardous substance in terms of 

  section 2(1) of the Hazardous Substances Act; or   

(v) any equipment, materials or software or related technology that 

significantly contributes to the design, manufacture or delivery of 

a weapon of mass destruction, as defined in section 1 of the 

Non-proliferation of Weapons of Mass Destruction Act, with the 

intention that it will be used for such purpose. 

(4) For the purposes of this section, it is not an offence to 

transport an item or material covered by subsection (3)(b)(iii) or, insofar as it 

relates to a nuclear weapon or other nuclear explosive device, if such item or 

material is transported to or from the territory of, or is otherwise transported 

under the control of, a State Party to the Treaty on the Non-Proliferation of 

Nuclear Weapons where— 

(a) the resulting transfer or receipt, including internal to a State, of the item 

or material is not contrary to the Republic's obligations under the Treaty 

on the Non-Proliferation of Nuclear Weapons; and  

(b) if the item or material is intended for the delivery system of a nuclear 

weapon or other nuclear explosive device of a State Party to the Treaty 

on the Non Proliferation of Nuclear Weapons and the holding of such 



31 
 
 

 
 
 

weapon or device is not contrary to the Republic's obligations under 

that Treaty.  

(5) Any person who unlawfully and intentionally transports 

another person on board a ship knowing that the person has committed an act 

that constitutes an offence in terms of this section and intending to assist that 

person to evade criminal prosecution, is guilty of an offence.". 

 

Substitution of section 11 of Act 33 of 2004 

 

 11. The following section is hereby substituted for section 11 of the 

principal Act: 

 

"Offences relating to harbouring or concealment of persons committing 

specified offences   

 

 11.  Any person who harbours or conceals any person, whom he or 

she knows, or ought reasonably to have known or suspected, to be a person 

who has committed [a specified offence, as referred to in paragraph (a) of 

the definition of "specified offence"] the offence of terrorism referred to in 

section 2, an  offence associated or connected with terrorist activities referred 

to in section 3, any Convention offence, or an offence referred to in section 13 

or 14,  or who is likely to commit such an offence, is guilty of an offence.". 
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Amendment of section 12 of Act 33 of 2004 

 

 12. Section 12 of the principal Act is hereby amended— 

(a) by the substitution for the heading of the following heading: 

''Duty to report presence of person suspected of intending to 

commit or having committed [an] offence and failure to so 

report;''; and 

(b) by the addition of the following subsections: 

''(9) For the purposes of this Act, no duty of secrecy or 

confidentiality or any other restriction on the disclosure of information, whether 

imposed by legislation or arising from the common law or agreement, affects 

the duty of compliance with this section by an accountable institution, 

supervisory body, reporting institution as defined in the Financial Intelligence 

Centre Act, or any other person. 

(10) Subsection (9) does not apply to the common law right to 

legal professional privilege as between an attorney and the attorney's client in 

respect of communications made in confidence between—  

(a)  the attorney and the attorney's client for  the purposes of legal advice 

or litigation which is pending or which has commenced; or   

(b)  a third party and an attorney for the purposes of litigation which is 

pending or has commenced.''. 

 

Amendment of section 13 of Act 33 of 2004 

 

 13. Section 13 of the principal Act is hereby amended— 
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(a) by the substitution in subsection (1) for paragraph (a) of the following 

paragraph: 

''(a) Any person who, with the intention of inducing in a 

person anywhere in the world a false belief that [a substance, thing or 

device is, or contains, or is likely to be, or contains a noxious 

substance or thing or an explosive or other lethal device— 

(i) places that substance, thing or device in any place; or 

(ii) sends that substance, thing or device from one place to 

another, by post, rail or any other means whatsoever] an 

offence under sections 2 and 3, and sections 5 to 10 will be 

committed, is guilty of an offence.''; and 

(b) by the addition to subsection (1) of the following paragraphs: 

''(c)  Any person who directly or indirectly 

communicates any information which he or she knows, or ought 

reasonably to have known or suspected, or believes to be false and 

which involves threats of violence or of any other offence that will be 

committed at any place with a view to intimidate any person to avoid 

certain places or to divert police resources in order to commit a crime 

under this Act, is guilty of an offence. 

(d) If any police resources have been diverted as a 

result of a crime committed under paragraph (c), the offender is liable 

for any costs proven by the State in that regard. 

(e) Upon conviction of an offence under paragraph (c), 

the court may order the accused, in addition to any fine or 



34 
 
 

 
 
 

imprisonment imposed by the court, to pay the costs related to such 

diversion of resources.''.  

 

Amendment of section 15 of Act 33 of 2004 

 

 14. Section 15 of the principal Act is hereby amended— 

(a) by the substitution in subsection (1) for the words preceding paragraph (a) of 

the following words: 

''A court of the Republic has jurisdiction and the Directorate may, upon 

information about the commission of any offence mentioned in this 

subsection, initiate an investigation, or the National Director may 

institute a prosecution in respect of [any specified offence as defined 

in paragraph (a) of the definition of ''specified offence''] the offence 

of terrorism referred to in section 2, an offence associated or 

connected with terrorist activities referred to in section 3, any 

Convention offence, or an offence referred to in section 13 or 14, if—''; 

(b) by the insertion after subsection (2) of the following subsection: 

''(2A) Any person referred to in subsection (2) may be 

arrested to appear in court pending a determination on the issue of 

extradition.''; 

(c) by the deletion in subsection (3) of the word "or" at the end of paragraph (a); 

(d) by the addition to subsection (3) of the following paragraphs: 

''(c)  at the place where the accused was arrested or charged in the 

Republic; 

(d)   at the place where the victim resided; or 
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(e)  at the place where the police registered the complaint, 

whichever is the most applicable to the facts of the particular case.''; 

(e) by the insertion after subsection (3) of the following subsection: 

''(3A) Where it is not possible to obtain a warrant of 

arrest for an accused on the grounds provided for in section 43(1)(b) of 

the Criminal Procedure Act, the magistrate of the district where the 

police registered the complaint may issue the warrant.'';  

(f) by the substitution for subsection (6) of the following subsection: 

  ''(6) Where it appears on reasonable grounds from the 

investigation referred to in subsection (5) that extradition or criminal 

proceedings may be instituted against such person, that person may 

be arrested as contemplated in section 40(1) of the Criminal Procedure 

Act[, 1977 (Act No. 51 of 1977)], in order to ensure his or her 

presence at such proceedings.''; and 

(g) by the addition of the following subsections: 

''(10) When a person who is— 

(a) not a citizen of the Republic;  

(b) not habitually resident in the Republic; or  

(c) a stateless person,  

is arrested by a member of the South African Police Service or the 

National Commissioner or the National Head of the Directorate for an 

alleged contravention of a Convention Offence, the Secretary-General 

of the United Nations or the government or governments with 

established jurisdiction must immediately be notified, through the 

diplomatic channel, of the arrest. 
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(11) The National Commissioner or the National Head 

of the Directorate may consider to inform any other interested 

government about a person in custody and the circumstances which 

warranted that person's arrest. 

(12) A person referred to in subsection (10) must as 

soon as possible, upon arrest, be informed of his or her rights to— 

(a) request that the relevant government be informed of his or her 

arrest;  

(b) have access to communicate with a consular representative of 

the relevant government; and  

(c) expect that any communication addressed to the relevant 

consular post about the arrested person is forwarded by the said 

authorities without delay.''. 

 

Amendment of section 16 of Act 33 of 2004 

 

 15. Section 16 of the principal Act is hereby amended by the substitution 

for subsection (1) of the following subsection: 

''(1) No prosecution under Chapter 2 may be instituted without 

the written authority of the National Director, except in the case of a 

prosecution under section 13 which is not linked to any other offence under 

this Act, in which case the written authority of the relevant Director of Public 

Prosecutions must be obtained before the institution of a prosecution.''. 
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Amendment of section 17 of Act 33 of 2004 

 

 16. Section 17 of the principal Act is hereby amended by the substitution 

for subsection (1) of the following subsection: 

''(1) If in any proceedings in a court of law any question arises 

as to whether or not any person is an internationally protected person, or is 

pursuant to international law entitled to special protection from any attack on 

his or her person, freedom or dignity, a certificate under the hand or issued 

under the authority of the Director-General of the Department [of Foreign 

Affairs] responsible for International Relations and Cooperation, stating any 

fact relating to that question, is prima facie evidence of that fact.''. 

 

Amendment of section 18 of Act 33 of 2004 

 

 17. Section 18 of the principal Act is hereby amended— 

(a) by the substitution in subsection (1) for paragraph (c) of the following 

paragraph: 

''(c) section 4 or 4A, is liable— 

(i) in the case of a sentence to be imposed by a High Court 

or a regional court, to a fine not exceeding R100 million 

or to imprisonment for a period not exceeding [15] 30 

years; 

 (ii) in the case of a sentence to be imposed by any 

magistrate's court, to a fine not exceeding R250 000,00, 

or to imprisonment for a period not exceeding five years;"; 
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(b) by the substitution in subsection (1)(e) for subparagraph (i) of the following 

subparagraph: 

  ''(i) in the case of a sentence to be imposed by a High Court or a 

  regional court, to a fine or to imprisonment for a period not  

  exceeding [five] 15 years;''; 

(c) by the substitution in subsection (1)(d) for the words preceding subparagraph 

(i) of the following words: 

''section 13(1)(a), [or] (b), or (c) is liable—"; 

(d) by the substitution in subsection (1)(d) for subparagraph (i) of the following 

subparagraph: 

''(i) in the case of a sentence to be imposed by a High Court or a 

regional court, to a fine or to imprisonment for a period not 

exceeding [10] 15 years;''; 

(e) by the substitution in subsection (1)(e) for the words preceding subparagraph 

(i) of the following words:  

"section 3A(2) or (3), or 12 (2), is liable—";  

(f) by the deletion in subsection (1) of the full stop at the end of paragraph (f) and 

the insertion of a semi-colon; and  

(g) by the addition of the following paragraph: 

''(g) section 24B(13), is liable to a fine or imprisonment not 

exceeding one year, or to both such fine and imprisonment.". 
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Substitution of section 23 of Act 33 of 2004 

 

 18. The following section is hereby substituted for section 23 of the 

principal Act: 

 

"Freezing order 

 

 23. (1) A High Court may, on ex parte application by the National 

Director to a judge in chambers, subject to such conditions and exceptions as 

may be specified in the order, make an order— 

(a) prohibiting any person from engaging in any conduct, or dealing in any 

manner with any property owned or controlled by or on behalf of, or at 

the direction of, or otherwise associated with an entity referred to in 

subsection (2) and may include an order to freeze any such property; 

(b) obliging any person to cease any conduct in respect of any property 

referred to in paragraph (a); or 

(c) prohibiting any person from performing any act contemplated in section 

4 for the benefit of, or on behalf of, or at the direction of, or under the 

control of, an entity referred to in subsection (2). 

  (2) An order referred to in subsection (1) may be made in 

respect of— 

(a) any entity, where there are reasonable grounds to believe that the 

entity has committed, or attempted to commit, participated in or 

facilitated the commission of a specified offence; or 
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(b) a specific entity identified in a notice pursuant to a Resolution of the 

United Nations Security Council relating to the identification of 

entities—  

(i) that has committed, or attempted to commit, any terrorist and 

related activity, or participates in or facilitates the commission of 

any terrorist and related activity; or 

(ii) against which Member States of the United Nations must take 

the actions specified in the Resolution in order to combat or 

prevent terrorist and related activities,  

and that are announced by the Minister of Finance, under section 

26A(1) of the Financial Intelligence Centre Act, or in a notice given by 

the Director of the Financial Intelligence Centre under section 26A(3) of 

the Financial Intelligence Centre Act. 

  (3) A High Court may make an interim order under 

subsection (1) pending its final determination of an application for such an 

order. 

  (4) A High Court making an order under subsection (1) may 

make any other ancillary orders that the court considers appropriate for the 

proper, fair and effective execution of the order, including— 

(a) appointing a curator bonis, subject to the directions of that High Court, 

to do any one or more of the following on behalf of a person affected by 

that order— 

(i) to assume control over the property; 

(ii) to take care of the said property; 
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(iii) to administer the said property and to perform any act necessary 

for that purpose; 

(iv) where the said property is a business or undertaking, to carry 

on, with due regard to any law which may be applicable, the 

business or undertaking; and 

(v) to dispose of property if it is not economically viable to 

administer it or for any other reason it is not economically 

possible to assume control and take care thereof; 

(b) ordering any person holding property, subject to an order referred to in 

subsection (1), to immediately surrender any such property into the 

custody of the curator bonis; and 

(c) relating to the payment of the fees and expenditure of the curator 

bonis. 

  (5) The National Director must— 

(a) by publication in a national newspaper, give notice that an order under 

subsection (1) has been made; and 

(b) maintain on the internet website of the National Prosecuting Authority, 

a record of all orders made under subsection (1).  

  (6) No action, whether criminal or civil, lies against any 

person complying in good faith with an order made under subsection (1).". 

 

Amendment of section 24 of Act 33 of 2004 

 

19. Section 24 of the principal Act is hereby amended— 

(a) by the substitution for the heading of the following heading: 
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''Cordoning off, stop and search of vehicle [and], person and 

premises''; 

(b) by the substitution for subsection (1) of the following subsection: 

''(1) If, on written request under oath to a judge in 

chambers by a police official of or above the rank of [director] 

Brigadier, it appears to the judge that it is necessary in order to prevent 

any terrorist or related activity, the judge may issue a warrant for the 

cordoning off, and stopping and searching of vehicles, [and] persons 

and premises with a view to preventing such terrorist or related activity, 

in a specified area, and such warrant applies for the period specified 

therein, which period may not exceed 10 days.'';  

(c) by the substitution for subsection (2) of the following subsection: 

''(2) Under [such] a warrant obtained in terms of 

subsection (1), any police official who identifies himself or herself as 

such, may cordon off the specified area for the period specified in the 

warrant and stop and search any vehicle, [or] person or premises in 

that area, for articles or things which could be used or have been used 

for or in connection with the preparation for or the commission or 

instigation of any terrorist or related activity.''; and 

(d) by the substitution for subsections (3) and (4) of the following subsections, 

respectively:   

  ''(3) The police official may seize any article or thing 

contemplated in subsection (2), and Chapter 2 of the Criminal 

Procedure Act[, 1977 (Act No. 51 of 1977),] applies with the 
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necessary changes required by the context in respect of any such 

article or thing. 

  (4) Section 29 of the Criminal Procedure Act[, 1977 

(Act No. 51 of 1977),] applies in respect of the powers conferred upon 

police officials in terms of this section.''.  

 

Insertion of sections 24A and 24B in Act 33 of 2004 

 

 20. The following sections are hereby inserted in the principal Act after 

section 24: 

 

''Application for decryption direction 

 

24A. An officer in the Directorate, who is commissioned as an officer 

in terms of section 33 of the South African Police Service Act, 1995 (Act No. 

68 of 1995), who by means of the lawful exercise in terms of and in 

accordance with a statutory power, seizes, detains, inspects, searches or 

otherwise comes into the possession of any information, document, computer 

software, hardware or electronic storage instrument or equipment which 

requires a decryption key, as defined in section 1 of the Regulation of  

Interception of Communications and Provision of Communication-related 

Information Act— 

(a) in order to gain access to any device, hardware or electronic storage 

instrument or equipment, computer or computer system;   

(b) in order to decrypt the contents thereof; and  
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(c) such decryption key is in the possession of any person,  

such an officer may, if the imposition of a decryption direction is required for 

the purpose of preventing or detecting any crime committed under this Act, 

apply for a decryption direction in terms of section 21 of the Regulation of 

Interception and Provision of Communication-related Information Act. 

 

Order to disable access to internet or social media site 

 

 24B. (1) A member of the Directorate, of or above the rank of 

Brigadier, may apply to a High Court, by way of an ex parte application to a 

judge in chambers, for an order against an electronic communications service 

provider to remove or disable access to a publication on an internet or social 

media site with unlawful terrorism related content, within the period 

determined in the order from the date that such order is served upon the 

electronic communications service provider.  

(2) An application brought in terms of subsection (1) must be 

in writing and must— 

(a) comprise the following: 

(i) The identity of the applicant; 

(ii) the details of the electronic communications service provider 

which provides or hosts the internet service or social media site 

on which the publication with unlawful terrorism related content 

had been posted; and 

(iii) an electronic copy of or description of the publication with the 

alleged unlawful terrorism related content; 
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(b) specify why the publication is regarded as a publication with unlawful 

terrorism related content as defined in section 3A(1); and  

(c) set out the possible offences which may result from providing access to 

a publication with unlawful terrorism related content. 

(3) The court must, as soon as reasonably possible, consider 

an application submitted to it in terms of subsection (1) and may, for that 

purpose, consider any additional evidence it deems fit, including oral evidence 

or evidence by affidavit, which must form part of the record of proceedings. 

(4)  If the court is satisfied that there is prima facie evidence 

that an electronic communications service provider provides access to an 

internet or social media site with unlawful terrorism related content which may 

constitute an offence as contemplated in section 3A(3), the court may issue 

the order applied for in terms of subsection (1).  

(5) An order issued under subsection (4) must— 

(a) indicate that in the opinion of the court, the relevant publication 

constitutes unlawful terrorism related content; 

(b)  require the relevant electronic communications service provider to 

secure that the publication with unlawful terrorism related content, so 

far as it is so related, is not available to the public or is modified so as 

to no longer be so related; 

(c)  warn the relevant electronic communications service provider that a 

failure to comply with the order within the period specified therein will 

result in the relevant publication being regarded as having its 

endorsement; and 
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(d)  explain how, under section 3A(3), the relevant electronic 

communications service provider may become criminally liable by 

virtue of its failure to comply with the order. 

(6) Except in a case where the court determines otherwise, 

an order under subsection (1) may be served upon an electronic 

communications service provider by a law enforcement officer in accordance 

with the applicable rules of court. 

(7)  Where the court is satisfied that service cannot be 

effected in any manner prescribed in the rules of court, the court may make 

an order allowing service to be effected in a manner specified in such order. 

(8) An order under subsection (1) is of force and effect from 

the time it is issued by the court and has been served upon the relevant 

electronic communications service provider.  

(9)  An electronic communications service provider may, 

within 30 calendar days after the order has been served, apply to the relevant 

court for the setting aside or amendment of the order referred to in subsection 

(1).       

(10) The court must, as soon as is reasonably possible, 

consider an application submitted to it in terms of subsection (9) and may for 

that purpose, consider such additional evidence as it deems fit, including oral 

evidence or evidence by affidavit, which shall form part of the record of the 

proceedings.  

(11)  The court may, for purposes of subsection (10), 

subpoena, or cause to be subpoenaed, any person as a witness at such 

proceedings, or to provide any book, document or object, if the evidence of 
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that person, or book, document or object, appears to the court essential to the 

just decision of the case.  

(12)  Any electronic communications service provider who fails 

to comply with an order referred to in subsection (1), is guilty of an offence.  

(13) Any person who is subpoenaed in terms of subsection 

(11) to attend proceedings and who fails to— 

 (a)  attend or to remain in attendance;  

 (b)  appear at the place and on the date and at the time to which the 

proceedings in question may be adjourned;  

 (c)  remain in attendance at those proceedings as so adjourned; or 

 (d)  produce any book, document or object specified in the subpoena,  

is guilty of an offence.    

  (14) The provisions in respect of appeal and review as 

provided for in the Magistrates' Courts Act, 1944 (Act No. 32 of 1944), and the 

Superior Courts Act, 2013 (Act No. 10 of 2013), apply to proceedings in terms 

of this section.". 

 

Repeal of sections 25 and 26 of Act 33 of 2004 

 

21. Sections 25 and 26 of the principal Act are hereby repealed. 

 

Amendment of section 27 of Act 33 of 2004 

 

22. Section 27 of the principal Act is hereby amended by the insertion after 

subsection (1) of the following subsections: 
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"(1A) Any Proclamation issued under section 25(1), before the 

commencement of the Protection of Constitutional Democracy against 

Terrorist and Related Activities Amendment Act, 2021, remains valid and has 

the same force and effect as a notice announced by the Minister of Finance 

under section 26A(1) of the Financial Intelligence Centre Act, or in a notice 

given by the Director of the Financial Intelligence Centre under section 26A(3) 

of the Financial Intelligence Centre Act. 

(1B) Any action taken in pursuance of a Proclamation issued 

under section 25(1), before the commencement of the Protection of 

Constitutional Democracy against Terrorist and related Activities Amendment 

Act, 2021, remains valid.''. 

 

Amendment to the Preamble of Act 33 of 2004 

 

23. The preamble of the principal Act is hereby amended— 

(a) by the deletion in the sixth paragraph of the word ''and'' at the end of 

paragraph (h);  

(b) by the addition to the sixth paragraph of the following paragraphs: 

''(j) the Convention for the Suppression of Unlawful Acts against the 

Safety of Maritime Navigation (SUA Convention), adopted at 

Rome on 10 March 1988.  The Republic became a Party thereto 

by accession on 8 July 2005;  

(k) the Protocol for the Suppression of Unlawful Acts against the 

Safety of Fixed Platforms located on the Continental Shelf (SUA 
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Protocol), adopted at Rome on 10 March 1988. The Republic 

became a Party thereto by accession on 8 July 2005;  

(l) the International Convention for the Suppression of Acts of 

Nuclear Terrorism adopted by the United Nations General 

Assembly on 13 April 2005. The Republic became a Party 

thereto by ratification on 9 May 2007;   

(m) the Convention on the Physical Protection of Nuclear Material, 

adopted in Vienna on 26 October 1979. The Republic became a 

Party thereto by ratification on 17 September 2007; and 

(n) the Treaty on the Non-Proliferation of Nuclear Weapons adopted 

at New York on 12 June 1968. The Republic acceded thereto on 

10 July 1991;'';  

(c) by the substitution in the seventh paragraph for paragraphs (a) and (b) of the 

following paragraphs: 

"(a) The Convention [for] on the Suppression of 

Unlawful Acts [against the Safety of Maritime Navigation, adopted 

at Rome on 10 March 1988] Relating to International Civil Aviation    

adopted at Beijing on 10 September 2010 and signed on behalf of the 

Republic on 26 September 2013; and  

(b)  the Protocol [for the Suppression of Unlawful 

Acts against the Safety of Fixed Platforms on the Continental 

Shelf, adopted at Rome on 10 March 1988; and] Supplementary to 

the Convention for the Suppression of Unlawful Seizure of Aircraft, 

adopted at Beijing on 10 September 2010, and signed on behalf of the 

Republic on 26 September 2013;''; 
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(d) by the deletion in the seventh paragraph of paragraph (c);  

(e) by the insertion after the seventh paragraph of the following paragraph:  

''AND WHEREAS the following international instruments have been 

adopted, but the Republic has not signed and is not a Party thereto— 

(a) the Protocol to Amend the Convention on Offences and Certain 

Other Acts Committed on Board Aircraft, adopted at Montreal on 

4 April 2014; 

(b) the Amendment to the Convention on the Physical Protection of 

Nuclear Material, adopted at Vienna on 8 July 2005; 

(c) the Protocol to the Convention for the Suppression of Unlawful 

Acts against the Safety of Maritime Navigation, adopted at 

London on 14 October 2005; and 

(d) the Protocol to the Protocol for the Suppression of Unlawful Acts 

Against the Safety of Fixed Platforms Located on the 

Continental Shelf, adopted at London on 14 October 2005;''; and 

(f) by the substitution for the eighth paragraph of the following paragraph: 

''AND WHEREAS the Republic of South Africa has become a Party— 

(a)  by ratification, on 7 November 2002, to the Convention on the 

Prevention and Combating of Terrorism, adopted by the 

Organisation of African Unity at Algiers on 14 July 1999; and  

(b) by ratification, on 25 March 2007, to the Protocol to the OAU 

Convention on the Prevention and Combating of Terrorism, 

adopted by the Assembly of the African Union at Addis Ababa 

on 8 July 2004;''. 
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Amendment of arrangement of sections of Act 33 of 2004 

 

 24. The arrangement of sections of the principal Act is hereby amended— 

(a) by the insertion after item 3 of the following item: 

  "3A. Prohibition of publication with terrorism related content"; 

(b) by the insertion after item 4 of the following item: 

  "4A. Offence relating to foreign travel"; 

(c) by the substitution for item 6 of the following item: 

"6. Offences relating to hijacking, destroying or endangering safety 

of [a] fixed platform"; 

(d) by the substitution for item 7 of the following item: 

  ''7. Offences relating to taking [a] hostage''; 

(e) by the substitution for item 9 of the following item: 

"9. Offences relating to hijacking [an] aircraft"; 

(f) by the substitution for item 10 of the following item: 

"10. Offences relating to hijacking [a] ship or endangering safety of 

maritime navigation"; 

(g) by the substitution for item 12 of the following item: 

 ''12. Duty to report presence of person suspected of intending to 

 commit or having committed [an] offence and failure to so 

 report''; 

(h) by the substitution for item 24 of the following item: 

  "24. Cordoning off, stop and search of vehicle [and], person and  

  premises"; 

(i) by the insertion after item 24 of the following items: 
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  "24A. Application for decryption direction  

   24B. Order to disable access to internet or social media site"; and  

(j) by the deletion of items 25 and 26.  

 

Amendment of Schedule to Act 33 of 2004 

 

 25. The following Schedule is hereby substituted for the Schedule to the 

principal Act:  
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SCHEDULE 

SCHEDULE OF LAWS AMENDED OR REPEALED: SECTION 27 

 

Act no.  Year 

 

Title 

 

Extent of amendment or repeal 

 

67 1962 Extradition 
Act  

1.   The amendment of section 22 by 
the substitution for subsection (1) of 
the following subsection: 
 

''(1)   Notwithstanding 
the provisions of section 15, a 
request for extradition based on 
the [offences referred to in 
section 4 or 5] offence of 

terrorism referred to in section 
2, an offence associated or 
connected with terrorist 
activities referred to in section 
3, a Convention offence, or an 
offence referred to in section 
11, 13 or 14 (in so far as it 
relates to the aforementioned 
sections of the Protection of 
Consti*tutional Democracy 
against Terrorist and Related 
Activities Act, 2004, may not be 
refused on the sole ground that 
it concerns a political offence, 
or an offence connected with a 
political offence or an offence 
inspired by political motives, or 
that it is a fiscal offence.''.  

51 1977 

 

Criminal 
Procedure 
Act 

1.   The amendment of section 18 by 

the insertion after paragraph (f) of the 
following paragraph: 
 

''(fA)   a Convention offence as 
defined in section 1 of 
the Protection of 
Constitutional 
Democracy against 
Terrorist and Related 
Activities Act, 2004 (Act 
No. 33 of 2004), the 
offence of terrorism 
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referred to in section 2 of 
the said Act and an 
offence associated or 
connected with terrorist 
activities referred to in 
sections 3, 3A, 13 or 14 
of the said Act.''. 

 
2. The amendment of section 21, 
by the insertion of the following 
subsection after subsection (1): 

       "(1A) Notwithstanding any 
provision in any other act an 
application for a warrant under this 
section in respect of the following 
offences under the Protection of 
Constitutional Democracy against 
Terrorist and Related Activities 
Act, 2004 (Act 33 of 2004), may be 
made to any magistrate or justice, 
irrespective of whether the place of 
execution of the warrant, or the 
place where the alleged crime had 
been committed falls within the 
jurisdiction of such magistrate or 
justice or not— 
(a) The offence of terrorism    

 referred to in section 2; 
(b) an offence associated or   

connected with terrorist 
activities referred to in section 
3;  

(c) an offence referred to in section 
3A; 

(d) a Convention offence, or 
(e) an offence referred to in section   
     13 or 14 (in so far as it relates    
      to the aforementioned    
      sections) 
(hereinafter referred to as the 
terrorism offences).''. 
 

3. The amendment of section 25 by 
the insertion of the following 
subsection, after subsection (1): 
      “(1A)  Notwithstanding any 
provision in any other act an 
application for a warrant under this 
section in respect of the terrorism 
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offences under the Protection of 
Constitutional Democracy against 
Terrorist and Related Activities 
Act, 2004 (Act 33 of 2004), 
referred to in section 21(1A)(a) to 
(d), may be made to any 
magistrate or justice, irrespective 
of whether the place of execution 
of the warrant, or the place where 
the alleged crime had been 
committed falls within the 
jurisdiction of such magistrate or 
justice or not.”. 
 

4. The amendment of section 43 by 
the insertion of the following 
subsection after subsection (1): 
       “(1A)  Notwithstanding any 
provision in any other act an 
application for a warrant under this 
section in respect of the terrorism 
offences under the Protection of 
Constitutional Democracy against 
Terrorist and Related Activities 
Act, 2004 (Act 33 of 2004), 
referred to in section 21(1A)(a) to 
(d), may be made to any 
magistrate or justice, irrespective 
of whether the place of execution 
of the warrant, or the place where 
the alleged crime had been 
committed falls within the 
jurisdiction of such magistrate or 
justice or not.”. 
 
 

5. The amendment of Schedule 1 
by the addition of the following item: 
 

''Offences referred to in 
Chapter 2 of the Protection of 
Constitutional Democracy 
against Terrorist and Related 
Activities Act, 2004 (Act 33 of 
2004).''. 

   

6.   The amendment of Schedule 2 by 
the addition to Part II and III of the 
following item: 
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''Any of the following offences 
under the Protection of 
Constitutional Democracy 
against Terrorist and Related 
Activities Act, 2004 (Act 33 of 
2004)— 
(a)   the offence of terrorism 

referred to in section 2; 
(b)   an offence associated or 

connected with terrorist 
activities referred to in 
section 3 or 3A;  

(c)   a Convention offence; or 
(d)   an offence referred to in 

section 13 or 14 (in so far 
as it relates to the 
aforementioned 
sections).''. 

 
7.   The amendment of Schedule 5 by 
the substitution for the thirteenth item 
of the following item: 
   

''The offences referred to in 
section 3, 3A, 4 [(2) or (3)], 11, 
13 or 14 (in so far as it relates 
to the aforementioned sections) 
of the Protection of 
Constitutional Democracy 
against Terrorist and Related 
Activities Act, 2004.". 

 
8.   The amendment of Schedule 6 by 

the substitution for the sixth item of 
the following item: 
  

''The offences referred to in 
section 2, 3(2)(a), 3A, 4 (1), 
4A,1 5, 6, 7, 8, 9, 10 or 14 (in 
so far as it relates to the 
aforementioned sections) of the 
Protection of Constitutional 
Democracy against Terrorist 
and Related Activities Act, 
2004, [section 2 (1) and (2) of 
the Civil Aviation Offences 
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Act, 1972 (Act No. 10 of 
1972)] sections 133 or 142(2A), 
read with section 142(6), of the 
Civil Aviation Act, 2009 (Act 
No. 13 of 2009), section 
26(1)(j) of the Non-Proliferation 
of Weapons of Mass 
Destruction Act, 1993 (Act No. 
87 of 1993) and section 
56(1)(h) of the Nuclear Energy 
Act, 1999 (Act No. 46 of 
1999).". 

72 1982 Intimidation 
Act 

1.   The repeal of sections 1(1)(b), 
1(2) and 1A. 

 

130 

 

1998 

 

Refugees Act 

 

1.    The amendment of section 4 by 
the insertion in subsection (1) after 
paragraph (a) of the following 
paragraph: 
 

''(aA)   has committed any of 
the following offences under 
the Protection of Constitutional 
Democracy against Terrorist 
and Related Activities Act, 
2004 (Act 33 of 2004)— 
(i)    The offence of terrorism 

referred to in section 2; 
(ii)    an offence associated or 

connected with terrorist 
activities referred to in 
section 3 or 3A;  

(iii)   any Convention offence; 
or 

(iv)   an offence referred to in 
section 13 or 14 (in so far 
as it relates to the 
aforementioned 
sections).''. 

 

46 1999 Nuclear 
Energy Act 

1.   The amendment of section 34A(2) 

by the substitution for paragraph (a) of 
the following paragraph; 

''(a)   intentionally and without 
lawful authority, receive, 
possess, use, transfer, alter, 
dispose of or disperse, 
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Short title and commencement of Act 

 

26. This Act is called the Protection of Constitutional Democracy against 

Terrorist and Related Activities Act, 2021, and shall come into operation on a date 

fixed by the President by proclamation in the Gazette. 

nuclear material, or nuclear-
related equipment and 
material, which causes or is 
likely to cause death or 
serious bodily injury to any 
person or substantial 
damage to property or to the 
environment;''. 

38 2001 Financial 
Intelligence 
Centre Act 

1.   The amendment of section 26A by 

the deletion of subsection (2). 
 
2.   The amendment of section 28A— 
(a) by the deletion in subsection (1) of 

paragraph (b); and  
(b) by the deletion in subsection (3) of 

paragraph (a). 


